
PRESS NOTE ON SOCIAL MEDIA FRAUD 

 Hyderabad Cyber Crime Police arrested an accused Person aged about 

age: 22 years, Occ: Unemployed, R/o. Itarna road, Samola, Arawali vihar 

thane, Alwar, Rajasthan State who created fake facebook, instagram and 

whatsapp account in the name of IAS, IPS officers, MPs, MLAs, Doctors and 

tapping  their collogues  and luring money from them.  

FACTS OF THE CASE: 

Received  a complaint from Y. Premkumar, Inspector of police, Cyber Cell, ACB 

submitting a few lines to raise a complaint on fake Facebook, Instagram and 

WhatsApp profile creators in the name of Sri CV Anand, IPS, DG, ACB, 

Telangana, There are several fake ID's were found that are being created and 

impersonating in the name of Sri CV Anand, IPS by asking money and sending 

inappropriate messages by impersonating which misleads the public minds 

towards the high level designated government official. 

Following are the Fake profile links: 

1. Facebook 

https://www.facebook.com/ev.anand.7 

https://www.facebook.com/profile.php?id=61553171150609 

https://www.facebook.com/profile.php?id=100073957303110 

https://www.facebook.com/profile.php?id=100054084332746 

https://www.facebook.com/profile.php?id=100090054925444 

https://www.facebook.com/anand cv. 39948 

2.Instagram:  

https://www.instagram.com/anandipsnewdelhi?igsh-a2wzaml0N314NGp6 

3. WhatsApp: 7852075884 

In this regard the Cyber Crime Police, Hyderabad registered a case in Cr. No. 

249/2024 U/Sec 66 (D) ITA Act-2008, & Sec.419, 420 IPC and investigated in 

to. 

MODUS OPERANDI OF ACCUSED:  

The accused Person aged about 22 years, was creating fake facebook, 

instagram and whatsapp account in the name of IAS, IPS officers, MPs, MLAs, 

Doctors  and tapping  their collogues  and luring money from them. He creating 

fake DP and impersonating them and collecting money from their officials.  

SEIZURE:  

1. One Itel mobile phone with IMEI number  355750326362663 

2. One VIVO Mobile phone with IMEI number 866741050768631.   

3. One Oppo mobile phone with IMEI number 861354057970179 

4. One Samsung mobile phone with IMEI number 352691182109926 & 

353094922109927 . Item number 1 & 4 seized from  accused person Jafru 



The team headed by Inspector of Police Sri K Saidulu along with team Sri R 

Presen Reddy, S.I., Sri E Vijay Kumar PC 3497, Sri. B Naresh PC 8008, Sri. A. 

Satish, PC 9601, Sri. L Thirumallesh, PC 5752 and Sri. B Manikanta, PC 

11669 of PS Cyber Crime under the direct supervision of Sri A.V.Ranganath 

IPS, Joint Commissioner of Police, Crimes & SIT, Hyderabad and Smt 

D.Kavitha, DCP, Cyber Crimes, Hyderabad and Sri. Chand Basha, ACP Social 

Media Unit, Sri. R.G Siva Maruthi, ACP, Cyber Crime PS, Hyderabad has 

cracked the said case.  

ADVISORY:   

  Public are cautioned, not to believe the inappropriate messages received 

from high level designated government official and asking money in Social 

media platforms.  

 

      Jt. Commissioner of Police 

      Detective Department, CCS, 

      Hyderabad City. 

  



PRESS NOTE ON SOCIAL MEDIA FRAUD 

 Hyderabad Cyber Crime Police arrested an accused Person aged about 29 

years, Occ: Private Employee,  R/o: RZH, 4/122 B, Nanda Block, Mahvir 

enclave, Delhi, who created fake Instagram account for trapping innocent girls  

and sent friend request to unknown girls and women. Later, he shared his 

Whatsapp number to them and collected nude photos of victims and black 

mailed them to recharge his mobile phone otherwise he will post Victim’s nude 

pictures in social media platform.  

FACTS OF THE CASE: 

 Complaint received from Victim aged about 17 years and she stated that 

she is facing an online harassment by morphing pictures and blackmailing her 

for monetary and mobile recharge.He got into her instagram as a friend and 

chatted with her friendly and he started blackmailing her with her pictures 

from instagram. Now he started sharing her pictures to her cousin who 

recharged for first time and every 3 months he is asking to recharge. He has 

morphed her pictures and thus blackmailing her. Hence requested to take 

necessary action. In this regard the Cyber Crime Police, Hyderabad registered a 

case in Cr. No. 2141/2022  U/Sec  67 A IT ACT and U/Sec 11 R/W 12 POCSO 

and U/Sec 384 , 509 IPC and investigated in to. 

MODUS OPERANDI OF ACCUSED:  

The accused Person aged about 29 yrs, is a womanizer and he has a habit of  

creating fake Instagram accounts for trapping the innocent girls and sent 

friend request to unknown girls and women. Later, he shared his whatsapp 

number to them and collected nude photos of victims and black mailed them to 

recharge his mobile phone otherwise he will post Victims nude pictures in 

social media platform.  

SEIZURE:  

1. 02 Mobiles i.e., One plus mobile phone and Vivo Mobile phone 

The team headed by Inspector of Police Sri K Saidulu along with team Sri R 

Presen Reddy, S.I., Sri E Vijay Kumar PC 3497, Sri. B Naresh PC 8008, Sri. A. 

Satish, PC 9601, Sri. L Thirumallesh, PC 5752 and Sri. B Manikanta, PC 

11669 of PS Cyber Crime under the direct supervision of Sri A.V.Ranganath 

IPS, Joint Commissioner of Police, Crimes & SIT, Hyderabad and Smt 

D.Kavitha, DCP, Cyber Crimes, Hyderabad and Sri. B. Chand Basha, ACP 

Social Media Unit, Sri. R.G Siva Maruthi, ACP, Cyber Crime PS, Hyderabad has 

cracked the said case.  

ADVISORY:   

  Public are cautioned, not to believe the unknown persons who send 

friend request in Social media platforms and don’t share your personal 

information and Photos to unknown persons.  

 

      Addl. Commissioner of Police 

      Crimes & SIT, Hyderabad City 

  



 

 


